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Abstract

One of the important feature in the RFID technoldgyts functionality without needs to line of sigihich
makes it more feasible than other similar technielaglhe problem occurs when more than one tag tegthe
reader at the same time and collide together. Jolve the mentioned issue an anti-collision algonithas to be
used. The anti-collision algorithms are mostlyaéint if the number of tags are small and has eehtdesigned
for large number of tags. In some applications that number of tags may be hundreds of tags thstiegi
mechanism may reduce the performance of the sydtento delayed algorithms. In this paper an impdceveti-
collision protocol has been proposed. A modified4parameter step size method for Q algorithm is ated to
increase the efficiency of reading. The step saesadjusted depending on collisions in previousdo The
number of slots in each round is also adjusteddwent collisions in next rounds. The performantproposed
protocol has been evaluated using RFID moduleithatements EPCglobal C1G2 and designed especiadly f
IoT environment and find the proposed protocolafte.
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1. Introduction

Radio Frequency ldentifier (RFID) [19] with distimghed features comparing to similar technologiks its
functionality without requiring to Line-of-Sight fia widely used in numerous fields [13]. RFID is afethe
main technologies that uses along with loT [23]various purposes [22] such as tracking, monitordngl
identification [20]. The systems that designed gsither technologies [12] could be replaced by RBfDan
alternative technology to give better performan2e RFID system consists of two parts: readers tys.
Reader which has high computation capability islusebroadcast a signal to all near tags and teachtoming
replies. The tag which is usually placed on theeobjcommunicates with reader to perform the require
function. RFID tag has two main categories: actind passive [9]. The active tag provides with imémpower
to start communicating with near readers and tage passive tag has no internal power and recahes
communication power from the transmitted RF waviagader. The passive RFID technology is mostlydiufee
identification of mobile objects.

When more than one RFID tag response to a reachefitaneously, a collision may occur. Therefore,
an anti-collision protocol has to be used in oreeprevent the collisions. RFID anti-collision psobls can be
classified into deterministic and probabilistic mads [17]. In deterministic protocols that are mosee based
protocols, each tag is identified by a unique idattion number in a tree manner until identificat of all
collided tags. The probabilistic protocols are nyobased on Additive Link On-line HAwaii (ALOHA) ahthe
tags are respond in randomly generated time taceethe probability of collision.

EPCglobal Class-1 Generation-2 [8] is a UHF baseEtDRstandard that uses Electronic Product Code
(EPC) developed by EPCglobal organization. Thisdaad uses passive tags in which the reader alatayts
the session and operates on 860 to 960 MHz [9pr&went the collisions in multiple tags, Q algamitii5] and
Dynamic frame slotted ALOHA [16] (DFSA) are used thjs protocol. DFSA uses dynamic frame length
depending on occurrence of collisions in previoysle and considered to be higher performance tingitas
anti-collision algorithm [6]. This paper proposepratocol using adaptive two-parameter step siaagith a
tag estimation method to solve the problem of dellpassive tags in UHF RFID based on EPCglobal CitG2
designed and tested on I0T scenarios.

The rest of this paper is organized as followssdation 2 types of collisions are explained. Irtisec
3, a literature review of related works is discdss8ection 4 shows the proposed protocol to miigae
collisions. In section 5 the test and analysis thase proposed protocol are discussed. Finallyeitisn 6 a
number of conclusions are mentioned.

2. RFID Collisions

There are three main types of collision [1]: reaitetag, reader-to-reader and tag-to-tag collisidine first type
of collisions as shown in figure 1 occurs whengltacated in transmission range of two or more eesdn this
case the tag communicates with more than one redatkr each one of the communicating readers witise
that it is the only reader communicating with thg.t
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Figure 1. Reader to Tag Interference
The second type of collisions as shown in figue2urs when two or more readers in the same range
transmit a signal that interfere with each otheat eesult in affecting the normal operation of otheaders.

Interference

Figure 2. Reader to Reader Interference
The third type of collisions occurs when multipég$ try to communicate with the reader at the same
time. Figure 3 shows the tag to tag collisions sTaper proposes an anti-collision protocol to esthis type of

collisions.
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Figure 3. Tag to Tag Interference
In normal operation of tag identification, a tagde an identification request to reader. The readéer

identify the tag using various methods. When mildtitags try to identify themselves simultaneoushgir
transmitted signals may collide. Therefore, thesis to be a coordination between tags and reademdir to

prevents the possible collide connections.

3. Literature Review
There are number of anti-collision protocols whmopose methods that try to reduce the possiblésionis.
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Cha and et al [3] proposed two dynamic frame slofteOHA based algorithms using Tag Estimation Metho
(TEM) which allocate dynamic size for frame in eaolind depending on estimating number of tags ohea
round. Band and et al [1] proposes QT reservadnanti-collision and enhance the speed of idaratfon by
using combination of these two methods. Jia andl ¢t1] proposed a protocol called collision treetpcol
(CT), that finds the collision tree in communicatioetween reader and tags and uses the collided $itit the
collided tags into groups.

Chen and Kao [4] proposed a novel Q algorithm bylifging step size value and splitting it into two
parameters. Su and Wen [18] proposed a capturesaavdi-collision algorithm that using probabilistitethod
to estimates the ideal frame length. Fu and etl@] proposed a method called 4QTAP to avoid random
responding and estimate time slot of respondintag$ to the reader. Their method is based on 4dnand
ALOHA that uses both metrics of QT and slotted AL&H

Because of limited computation power of tags, aatiision protocols have to result in minimal delay
and power consumption and operates efficiently.yTdleo have to be developed with ability to workhimge
environment such as 10T scenarios. The proposextitd has been designed to meet the criteria akiwg in
huge environments and evaluated using RFID modhiehnis designed especially for IoT environment.

4. Proposed Anti-Collision Protocol
Due to low computation power of RFID tags and laEknternal power and ability to start the commaarticn
with neighbor objects, the applied anti-collisiomtocol has to be modified the basic method orrdlaeler and
keep the tags mechanism unchanged.
The reader issuesQuery command in order to start a new round to ideriéifys. If no tag response in
a slot, the reader resen@aery command to start a new round QueryRep to repeat the slot. Th@uery
command will detect the tags that response in oumeund. EachQuery has a Q parameter in which the
participant tags will select a random number inge® to 2-1 that determine their waiting period. The Q
parameter in each round is computed by roundipg(@ floating point) value. The proposed system ubes
modified technique of adjusting Q value methoddhgnd [14]. The @ adjustment will follow equation 1:
Qp — G, ,no reply
Qspp =1l + G ,multiple reply 1)
Qfp ,single reply
In which G and G are the step sizes. Since the decrement,oh&¥ to be less than the increment of
Qrp [4] and the typical value of C is 0.1<C<0.5 [2it]e value for € and G will be 0.1<G<C,<0.5. figure 4
shows the adjusting of Q value parameter.
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Figure 4. Adjustment of Q Parameter
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After Query and generating the RN16 on tag side, if only @apdyrhas been received by reader, it will
acknowledge the same RN16 to the specific tag.athaowledged tag will return back its protocol ecohtEPC
and CRC-16 (which guarantee error-free deliveryrahsmitted data) [7] to the reader. The readaressa
QueryRep to move to the next slot.

There are two cases in which the Q parameter h&® tadjusted. In case of no reply and multiple
reply. If no reply received or if collision happehehe reader has to find the new value of Q usimgation 1.
After computing the new Q parameter, the readerin$ the tags usinQueryAdj about new Q parameter. The
proposed protocol finds the ideal number of sI8{sbly computing the probability of r tags out ofadlable n
tags can transmit their IDs in L slots per roundssn equation 2:

1 T 1 n-r
P =) (1-3) @)

Based on probability of collisions, the collisicatio (G;) which is the ratio of number of collided slots

to the total number of slots L in a frame can Hewated using equation 3:
n
Ge=1-(1-3) (1+2) 3)

Depending on collision ratio and number of slotgpmevious frame the number of tags (n) will be
computed. The slots in next round can be adjustetiet same as number of tags to prevent the possible
collisions. The second method of estimating numtfetags is by multiplying number of collided slats
previous round by 2.39 [16] which results in finglithe estimated number of tags.

5. Performance Analysis of Proposed Protocol

A comparison of proposed anti-collision protocotlatandard RFID anti-collision protocol has beerfgrened.

The performance of proposed protocol has been atelwsing RFID module [15] that implements EPCglob

C1G2 and designed especially for IoT environmeahld 1 shows the used parameters in the simulation.
Table 1. Smulation Parameters

Parameters Value
Simulator NS (ver. 2.35) / RFID module
Simulation time 120 s
Simulation area 30m x 30m
Number of tags 50 to 700
Number of readers 1
Initial positions 15m X 15m
Movement 20m x 20m
Speed of objects 0—1.0 mps

The protocol throughput and delayed slots as altregicollisions have been used to evaluate the
performance of proposed protocol. The proposedopodtincreases the success tag identification awledse
number of collisions comparing to standard EPCdI@#G2 [8]. The throughput of the proposed systeas h
been computed as a percentage of successful idatith slots to the total used slots and has Ilieend that
the number of successful slots higher than EPCYl61i&2 between 5% and 18% in all performed tests in
which the numbers of tags varies from 50 to 70Qufé 5 shows the throughput of proposed protocoiparing
to the EPCglobal C1G1.
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Figure 5. Throughput of Proposed Protocol
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The delayed slots have been compared as showgurefs. The analysis of different cases (50 to 700
tags) show that there are 24% to 32% less deldpésiis proposed protocol.

—&— EPCglobal C1G2 Proposed Protocol
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Figure 6. Delayed Sots of Proposed Protocol

6. Conclusions

In this paper an anti-collision protocol has beeoppsed. The proposed protocol improves the effigeof
basic EPCglobal C1G2 by using an improved methadptitate Q parameter using two step size insteah®f
which leads to compute an accurate Q value. Thebeurof tags are also estimated in order to adjust t
appropriate slot size which leads to decreasingumber of delayed slots and avoids decreasing stesy
efficiency that causes by collisions. The perforosmf proposed protocol has been evaluated usin® RF
module designed especially for 10T environment find the proposed protocol effective in terms afrgmasing
the throughput and decreasing the delayed slots.
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