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Abstract

A mobile ad-hoc network is an autonomous collectbmobile devices that communicate with each other
over wireless links and cooperate in a distributeanner in order to provide the necessary network
functionality in the absence of a fixed infrasturet This type of network, operating as a stand&lo
network or with one or multiple points of attachrh@ncellular networks or the Internet, paves ttaey \fior
numerous new and exciting applications. Route faiis very frequent in mobile ad hoc networks as th
nodes are mobile and is a very serious issue aliohwneeds to be addressed. This paper provides an
insight into the TCP congestion control mechanismrmobile ad hoc networks (MANET) and discusses the
recently proposed route failure detection schemdisthese algorithms tend to increase the network
performance in terms of parameters like throughmacket delivery ratio, end-to-end delay, route
reestablishment delay etc.
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INTRODUCTION

At present, a large variety of networks exists,giag from the well-known infrastructure of cellular
networks to non-infrastructure wireless ad-hoc meks. Wireless ad-hoc or on-the-fly networks are
characterized by the lack of infrastructure. Noides mobile ad-hoc network are free to move ancioize
themselves in an arbitrary fashion. Each usereie fo roam about while communicating with otheilse T
path between each pair of the users may have dmullipks, and the radio between them can be
heterogeneous. This allows an association of variols to be a part of the same network. Mobiléhad
networks can operate in a stand-alone fashion oldgoossibly be connected to a larger network sagh
the Internet. Transmission Control Protocol (TCRswlesigned to provide reliable end-to-end deliadry
data over unreliable networks.

Wirelass

Internet

Fig.1 Ad-Hoc Network

Due to the inherent reliability of wired networkkere is an implicit assumption made by TCP thatlass
is due to congestion. To reduce congestion, TCPimvibke its congestion control mechanisms whenever
any packet loss is detected. However, MANETs cdingjof multi-hop wireless links suffer from packet
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losses due to error-prone wireless channels, madiass control (MAC) layer contention, and route
breakages. TCP will yield poor performance if il #terprets such losses as congestions and coesgly
invokes congestion control and avoidance proced@Besie mechanisms have been proposed which help
TCP to distinguish between packet delivery losstdueute failure or, wireless link collisions ooutes.

Part Il provides a brief description of the curr@nbposed mechanisms for route failure detectiothan
MANET and part Il contains the comparison of tHgagithms in terms of network parameters. Finally
part IV gives conclusion and future scope.

II.LANALYSISOF THE MECHANISM S
There are many algorithms for route failure detectind avoidance, some of them are explained below:
A. Node Movement Detection to Overcome False Route Failures[1]

There are two reasons of route failure in the MANEMely node mobility and wireless link collisions
routes (i.e., false route failure). If the packetdlivkry loss is due to the latter, unnecessary erout
reestablishment will degrade the network perforneanthis algorithm proposes a node movement
detection scheme that can predict false router&sland prevent unnecessary route reestablishrbgnts
referring to changes in its neighborhood. In thechmnism, every node can determine its movemeetlbas
on its neighbor table and decide whether to retnéng failed packet or to discover an alternateagoiihe
HELLO message is modified by adding an M flag hitit Every node in the network periodically
broadcasts modified HELLO messages to its neighbiarsl-hop flooding. If a node receives a HELLO
message with the M flag bit set tol, it updatesx@ghbor table and makes a prediction on its maregm
by calculating changes in its neighborhood. Thipathm focuses on network parameters like enchtb e
distance and packet delivery ratio (PDR) for tleistchain topology.

01234567890123456789012 3 43B®D

Prefix | Hop
Type| R A | M | Reserved size | Count

Destination IP address

Destination Sequence Number

Lifetime

Fig.2 Modified Hello message format
Steps for MDS:
Sepl: Each node computes Vn periodically

Sep2: If there is a packet delivery failure at the MAgyer, the MAC layer notifies the network layer of
the failure.

Sep3: When the network layer receives the notificatibra packet delivery failure from the MAC layer,

If Vn < Vn_threshold

Network layer retransmits the failed packet.

The network layer increases Vn dypenalty for retransmission)
Else

The network layer establishes a detouring alterratee.

The Vn_threshold and are calculated by following equations.
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This algorithm was simulated in NS-2 and it wasnfduhat it gives higher TCP throughput than AODV
and performs almost the same as the static roptioigcol. It also gives much higher PDR compareth w
other schemes when nodes are static and in thdersshiation, MDS performs better than others wtien
traffic load is high, i.e., when the CBR rate i®ab 30 Kbps.

B. Divert Failure Route Protocol Based on AODV [ 2]

This algorithm is extension to the main AODV praibcThe main goal is to improve the reliability of
routes after an existing link is going to be dowredo nodes mobility. To achieve this objectives th
algorithm is going to develop a very useful mechanin order to avoid a link failure in advance and
construct a new direction in locally (where theident takes place). For this purpose, two workirgdeis
are developed namely “Detection —Model and New-Ratistructor- Model (DM-NPM)”.The main
functions of these models are to predict the sigtrahgth and to determine a link status befobedomes
completely unavailable and find out a new directionhe destination to divert the current link istooute
with a strong transmission. This algorithm focusesetwork parameters like Delay, speed, distaniis.
algorithm was simulated in NS-2 and it was foundt tit avoids link failure in advance and reduces th
delay resulting from sending link failure informati back to the sender. Some limitations of thisesuh
are Low processing and Memory overhead. DFRP manite link to next hop and predict the link status
through the signal strength. Main functions of th&odels are to predict the signal strength, aniihtba
new route to divert the data to the new path, amatéve the overall network health.

C. A Feedback-Based Scheme for Improving TCP Performance [ 3]

TCP Feedback is a feedback based approach to hitwedieute failures in MANETS. This approach allows
the TCP sender to distinguish between losses dtmute failures and those due to network congestion
this scheme, the source is informed of the routduréa with the help of a Route Failure
Notification(RFN)so that it does not unnecessarilyoke congestion control and can refrain from $eqgd
any further packets until the route is restorechviRbute Re-establishment Notification(RRN). Fostlif
uses a single bulk data transfer session, where mobile host is sending packets to a desbimati
mobile host As soon as the disruption of a route tduthe mobility of the next mobile host alongtttaute

is detected, a route failure notification (RFN) keicis explicitly sent to the source and this evisnt
recorded. This algorithm focuses on network pararsdike Data rate, Failure rate, Route re-estafslent
delay (RDD).

This algorithm was simulated in NS-2 and itswaund that it notifies the source of route fasiand
route reestablishments. As the route re-establishoeday grows, TCP-F performs significantly bettean
TCP and prevents unnecessary timer back offs dutireg route failure interval and performance
degradation. But some limitations of this scheme ke Throughput of TCP degrades rapidly with
increasing RRD and greater exponential back offe Tasult found that there is an improvement in
performance by using TCP-F over regular TCP. Safgiven time interval the number of packets pagsin
through the network increases with data rate. Cyuesstly, if we consider a failure that lasts for
the ‘t’ seconds, the number of packets that ast ilo time ‘t’ increases with data rate, which lsad
further performance degradation in TCP. Therefasegata rates in wireless media increase, feedback
likely to provide even greater benefits.

D. Ant Colony Algorithmin MANET [4]

This algorithm is inspired from the basic behavidvich ants exhibit. Real ants deposit a substaatied
pheromone on the ground which helps them to firgrtftood and shortest path from nest to food. lis
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link failure management algorithm which is basedtwa alternate route finding by ant agents. Atttiree

of data flow through the link, all the nodes in ks exchange hello message which symbolizevecti
link. If a particular hello message does not geipomse, link break is detected. Node detecting link
breakage will queue up the data packed and sedteimatie path with the help of new type of packed
forward ant and backward ant. These control packétsoon find alternate path to the next nodetia
link. This algorithm focuses on the end-to-end gelad overhead parameter of the mobile ad hoc ntwo
In this case, routing table will have one additicc@umn which contains IP address of next to mede in

the active link, which is modified by RREP pack@REP has information about all nodes present in the
link i.e. generated by the destination. This aldpn improves the network throughput and also reslitice
time needed to establish a route from source ttrdg¢®mn. No Overhead in sending RERR and re-RREQ
packets. This algorithm was used by the researéhehe route discovery process but its usage twaone

the routing process will provide a new and excitiagpe.

E. Reliable Cross-Layer Multicast with Local Backtracking [ 6]

In the working model of reliable cross-layer mudst, Ad- hoc networks have been studied extensteely
overcome network performance problems and impraréopmance. In this two types of solutions have
been proposed; Layer triggers and Cross-layerihg. @ross-layer approach allows layers to actively
interact, by exchanging some specific parametersuthih the adjacent layers. To provide reliable
multicast and increase the performance of transpomimunication, the scheme uses the feedback
information from an intermediate multicast nodedatection of a path break. It says that if pathriken
then, an upstream intermediate multicast nodegedalPN (Pivot node), and sends a backtracking
notification message to its upstream nodes andntiiicast source. The system maintains a hieraathic
family group to provide local retransmission. Doglie node mobility problem a PN can be avedre
either a link failure or congestion when it does rereive any acknowledgment from its downstream
nodes after a specific interval. Therefore it camualate a region that acknowledges the reception of
packets or request retransmission to the upstregmt @ode. For the simulation probability of lintoken

is considered. The advantage of this scheme ighkato-ordination of buffers and local repair soke
reduces the unnecessary reroute latency and pacekeasmsmission from source node. The simulation
experiments show that in terms of aggregate througand TCP congestion window progression, RBM is
more efficient than the others.

I11. COMPARISON

All the algorithms describe above are trying to ioye the performance of mobile ad-hoc networksria o
way or the other by avoiding congestion. The nodeement detection scheme takes into account beth th
reasons of packet failure, i.e, node movement ainelegs link collision. It performs better than A®Dn
terms of TCP throughput and gives a higher packbtety ratio when nodes are static whereas in oése
ant colony algorithm, only link failure is consieer This mechanism is a modification of AODV praibc
which tries to improve the throughput and end-td-delay parameters. Probably overhead parameter wil
also improve as control packets used in this casepaly forward ants and backward ants. On therothe
hand, control packets transmitted in pure AODV nignRERR and R-RREQ are not required. Divert
failure route protocol uses the most popular madetadio propagation to compute the received signa
powers which is not used in any other algorithm jrecase of TCP-feedback based scheme, routadailu
is likely to result in gaps in the receiver's windowhich adversely affects TCP’s cumulative
acknowledgment scheme. Therefore, it may be worilewhexploring alternative end-to-end
acknowledgment schemes such as selective acknowtadg(SACK) and comparing their performance
with cumulative acknowledgment. The goal of Rekallross -Layer Multicast with Local Backtracking
algorithm is to avoid undesired retransmission fribia source and further to improve the efficienéy o
source-to-receivers delivery with the aid of buffer

IV CONCLUSION
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We conclude that the cause of TCP performance datjoa in MANETS is due to two major problem one
is TCP is unable to distinguish between lossestdueute failures and network congestion. SecoriddB
suffers from frequent route failures. So theseedéht algorithms which we have studied are trymguoid
the route failures in many ways which ultimatelypseto improve the TCP performance. Topics forHart
research include thorough mathematical analysisuffier size and to validate different models of BFR
protocol using NS-2 simulator.
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